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IT POL 1-02 

Agency Information Security Committee   
 

 
Policy: 
An Information Security Committee shall be established and will meet as determined by the 
state’s Chief Information Security Officer, to discuss and make recommendations on 
information security initiatives and policies as they relate to state government.  Agencies shall 
designate an Information Security Officer (ISO) who will represent the agency on the statewide 
Information Security Committee.    
 
Scope: 
This policy is applicable to all entities under the authority of the Office of Information 
Technology,  pursuant to the provisions of R.S. 39:15.1, et seq.  The ideal candidate for this 
committee will have agency senior-level responsibilities in either information security or 
network security.   However, this policy does not suggest or imply that additional T.O. is 
required for compliance.  Larger agencies may have dedicated ISO’s, and smaller agencies 
could have ISO’s that also perform other duties.  Regardless of size, it is prudent that each 
agency select someone to perform duties relative to information security.  
 
 
Responsibilities: 
The agency I.T. Director shall submit the name of the ISO designee to the OIT Chief 
Information Security Officer. 
 
Owner: 
OIT Security Office 
 
Effective Date: 
 July 27, 2009 
 
 
 


